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ALTEVA OF WARWICK, LLC 
STATEMENT OF CPNI PROCEDURES AND COMPLIANCE 

Alteva of Warwick, LLC (“Alteva”) will use, disclose, or permit access to CPNI only in its 

provision of the communications service from which such information is derived; for services 

necessary to, or used in, the provision of such communications service, including the publishing 

of directories; to initiate, render, bill and collect for telecommunications services; to protect the 

its rights or property, or to protect users or other carriers or service providers from fraudulent, 

abusive or unlawful use of, or subscription to, such services; to provide inside wiring installation, 

maintenance, or repair services; as required by law; or as expressly authorized by the customer.   

Alteva does not use or permit access to CPNI to market any telecommunications or non-

telecommunications services. Alteva has trained its personnel not to use CPNI for marketing purposes. 

Should Alteva elect to use CPNI in future marketing efforts, it will follow the applicable rules set forth 

in 47 CFR Subpart U, including, if necessary, the institution of operational procedures to ensure that 

notification is provided and customer approval is obtained before CPNI is used or disclosed. 

Alteva has instituted training procedures and a corresponding disciplinary process to ensure that its 

personnel understand and comply with restrictions regarding the use and disclosure of, and access to, 

CPNI. Requests for CPNI by law enforcement agencies are only granted if a subpoena is provided or if 

the customer provides written permission. 

Alteva has procedures in place to report any CPNI breaches (as defined by the FCC) to law enforcement 

and customers in accordance with the FCC’s rules. The Company maintains a record of any breaches for at 

least two years including, if available, dates of discovery and notification, a detailed description of the 

CPNI that was the subject of the breach, and the circumstances of the breach.  Alteva has processes in 

place to safeguard CPNI from improper use or disclosure by employees, and to discover and protect 

against attempts by third parties to gain unauthorized access to these records. All call detail is stored in a 

database that is protected; only authorized Alteva personnel have access to the database. It is not accessible 

by anyone outside the company. 
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Alteva does not disclose CPNI on-line. If it elects to do so in the future, it will follow the applicable rules 

set forth in 47 CFR Subpart U, including the implementation of authentication procedures that do not 

require the use of readily available biographical information or account information and customer 

notification of account changes. 

Alteva does not provide call detail records to inbound callers.  It may instead provide such information 

upon request to the customer’s address of record.   

When an address of record is created or changed, except in connection with the customer’s 

initiation of service, Company will immediately send a notice to customer’s pre-existing address 

of record notifying them of the change.  Such notices will not reveal the changed information, 

and will direct the customer to notify its service provider immediately if they did not authorize 

the change. 


